Data Management Plan
Principal Investigator Dr. Name will serve as the de facto Data Manager for this project. In this role, he will oversee and be responsible for the establishment and implementation of protocols and procedures for acquiring, using, accessing, and archiving all hardcopy and digital data products resulting from this project. This Data Management Plan has been developed to align with best practices in data management, as outlined by Michener.[footnoteRef:1] The project will generate new data from multiple surveys of community and professional participants in the study sample. These surveys will follow human subjects protocol. In addition, data will include energy use, water use and quality, and indoor air quality, collected from building level sensors. Further, our efforts to engage participants in the design and operation of the Living Building at Georgia Tech will generate a variety of user data in response to changing building conditions. Some datasets will be aggregated from publicly available sources that can be openly shared, while others may require confidentiality and limited use agreements due to proprietary or privacy concerns. Metadata that describe the content and structure of the datasets will be universally available, and will include statements about the terms of use and reasons for any restrictions. The project will further generate computer code to estimate econometric models; to perform building and campus energy and water data visualizations. To the best of our ability, we will attempt to make all data available in open-source format so that these models can be adapted to other contexts. All data generated by the project will be stored in widely used formats (e.g. csv, STATA, netcdf, jpeg, xlsx, gdx). The quantity of data expected to be acquired and generated is not expected to exceed the capacity of hard drives (e.g. 1 TB) found on most modern PC desktop computers.   [1:  Michener WK (2015) Ten Simple Rules for Creating a Good Data Management Plan. PLoS Comput Biol 11(10): e1004525. doi:10.1371/journal.pcbi.1004525] 

During the execution of the project, data used as input and data generated by the project will be stored in two continuously synchronized hard drives used by the project personnel. Data will be regularly backed-up on a Georgia Tech server and on an online cloud system that is under campus control. Georgia Tech servers are secure and are operated in compliance with Georgia Tech's Data Protection Safeguards. The Data Protection Safeguards provide guidelines for the appropriate controls that should be in place to protect Georgia Tech data on campus used systems. They are based on control objectives required by regulations such as the Health Insurance Portability and Accountability Act (HIPAA), the Family Education Rights and Privacy Act (FERPA), and the Gramm-Leach-Bliley Act (GLBA). The controls are also defined from various information security and privacy standards such as ISO-27001/ISO-27002. 
[bookmark: _GoBack]After the project ends, primary data, computer code, and output data will be stored on a secure Georgia Tech server and on two external hard drives that will be maintained by the PI for a period of no less than 3-years. Periodically and at the conclusion of the project, all data, analyses, theses, and reports will be transferred along with other project materials to SMARTech (Scholarly Materials And Research @ Georgia Tech) for permanent archiving. SMARTech is an open access repository built upon DSpace and locally hosted at the Georgia Tech Library. It is committed to adhering to the best practices of the profession applying to digital preservation. All materials are stored on site in a hierarchical storage management (HSM) environment with preservation copies stored off-site in DuraCloud. The Library also participates in the ASERL LOCKSS program for the preservation of electronic theses and dissertations. 
Data dissemination. The primary vehicle for dissemination of research data will be peer-reviewed conference proceedings and journal publications, and presentations at research conferences and meetings. Datasets and codes used for results published in peer reviewed articles will be made available online either through the publisher or via the open access SMARTech repository described above. Results and code not used for published results will be available from the PI upon request. Data access will not be protected either by patents or copyright, and will generally be made publicly available within one year of publication in accordance with the White House Office of Science and Technology Policy plan to support increased public access to the results of research funded by the Federal Government.[footnoteRef:2] [2:  Holdren, JP; Memorandum: Increasing Access to the Results of Federally Funded Scientific Research; White House Office of Science and Technology Policy; 2/22/2013.] 
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